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ADManager Plus' report library

Accessover150 built-in reportswithdifferentcategoriescovering

AD, Microsoft365,and GoogleWorkspace

Manageobjectsrightfromwithinthe reports

Avoid missingoutoncritical insightsbyscheduling reportsto run

automaticallyatspecified time intervals
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ADManager Plus' report library
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Active Directory reportson

Users
Passwords

NTFS permissions
And more!

Users
Security

And more!

Microsoft365 reportson

Activeusers
Suspended users

GoogleWorkspace reportson
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Schedulereportsto
besentviaemail

Getaglimpseofthe
differenttypesofreports



05

Implementabusinessworkflow
fromthereportitself

Exportthereportsin
convenientformats



The custom report builder

Buildcustom reportsfromscratchwithcriteria-based LDAPqueriesandadvancedfiltersforuniquescenarios

Refine the resultsofa reportwithspecificconditionstogetacurated listoftheobjectsyouwant

06



How to run custom reports
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Risk assessment reports

UnderstandyourADand Microsoft365 risk posturethrough riskscores

Accessone-click reportsonthethreatindicatorstofindoutyourpotentialsecuritygapsandfixthem
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Theriskscoreandthe
severityoftherisks
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Learnwhattodoafter
identifyingrisks



How does it work?
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Step1:
Likelihood
determination

Calculatesthe
opportunitiesfor
possiblethreat
incidentsandthe
degreeofharm ifthe
threatsmaterialize

Riskindicators
include:

Privilegedusers

Non-privileged
users

Computers
Groupsand
GPOs

Phase2:

Givesriskindicators
weightageonascale
from1to10tocalculate
theriskexposureofeach

Step2:

Impactanalysis

Analyzespotential
consequencesofthe
riskbasedonthe
confidentiality,
integrity,and
availability(CIA)triad

Potential
consequences
includedamageto
businessoperations,
financial loss,and
reputationalharm

Step3:

Severitylevel
assignment

Categorizestherisk
aslow,medium,
highorcriticalfrom
theresultsofStep1
andStep2

Phase3:

Givestheoverall
riskscorebased
onthevalues
obtainedfrom
Phase1and2

Riskscore
ADManagerPlusanalyzesidentityrisksinyourADand

Microsoft365landscapesthroughthreephasesofcomputation

Phase1:Determinestheseverityof risks



Compliance and ADManager Plus
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Satisfycompliance mandatesusing reports

SOX HIPAA PCI DSS FISMA GLBA GDPR

Weoffercompliancereportsfor



Compliance and ADManager Plus
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How ADManager Plus' reports helped Essentia Health
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ADManagerPlusprovided

fine-grain reportsandtheoption

tocreatecustom reportsfrom

scratch,whichturnedoutto be

sucha reliefforEssentia Health's

ITadmins

Had stale and
expired user

accounts in AD

Could not pull
up information
from AD

Had numerous
legacy items in
the organization

Needed
advanced reporting

capabilities

Business
challenges

Text
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360° identitygovernancein
AD,Microsoft365,andGoogle

Workspace

Periodicaccess
certificationcampaigns

Approval-based
businessworkflows

Template-based,
event-drivenautomations

Frictionless integrations
withenterprise
applications.

Additional
capabilities

AD,AzureAD,and
GoogleWorkspace
backupandrecovery.



Explore more about
ADManager Plus

right away!

https://www.manageengine.com/products/ad-manager/?admp_rep_slide
https://www.manageengine.com/products/ad-manager/?admp_rep_slide

